**Uncommon Solutions**

**Group 3**

**Test and Evaluation Master Plan**

**UNCOMMON SOLUTIONS PROJECT PLAN**

**Prepared By**

|  |  |
| --- | --- |
| Document Owner(s) | Project Role |
| Chase Thorpe | Test Engineer |

**Requirements Version Control**

|  |  |  |  |
| --- | --- | --- | --- |
| Version | Date | Author | Change Description |
| 1.0 | 11/07/2019 | Chase Thorpe | Document creation |

**Summary Details**

|  |  |
| --- | --- |
| Participants | Name(s) |
| Project Manager: | Michael Kiefer |
| Project Team: | Hither Guzha – Technical Writer  Andrew Benson - Software Engineer  Donn Eddy - UX/HCI  Sean Mooneyham - Integration Engineer  Chase Thorpe - Test Engineer |
| End Users: | HR Departments |
| Description w/ Goal: | The purpose of this project is the implementation of an HR database and front end for personnel tracking. This Test Plan will describe methods for the thorough evaluation of this project. |

[1 PURPOSE 5](#_Toc24275036)

[2 BACKGROUND 5](#_Toc24275037)

[3 Scope 5](#_Toc24275038)

[4 GLOSSARY 5](#_Toc24275039)

[5 LIMITATIONS AND TRACE ABILITY 5](#_Toc24275040)

[5.1 Limitations 5](#_Toc24275041)

[6 Test Plans 6](#_Toc24275042)

[6.1 Test Levels 6](#_Toc24275043)

[6.1.1 API Testing 6](#_Toc24275044)

[6.1.2 Integration Testing 6](#_Toc24275045)

[6.1.3 System Testing 6](#_Toc24275046)

[6.2 Test Environment and Schedules 6](#_Toc24275047)

[6.2.1 Software Description 6](#_Toc24275048)

[6.2.2 Milestones 6](#_Toc24275049)

[6.2.3 Organizations and Locations 6](#_Toc24275050)

[6.2.4 Resource Requirements 7](#_Toc24275051)

[6.2.5 Testing Material 7](#_Toc24275052)

[6.2.6 Test Training 7](#_Toc24275053)

[6.2.7 Test Methods and Evaluation 7](#_Toc24275054)

[7 TEST DESCRIPTION 8](#_Toc24275055)

[7.1 User Login (Valid) 8](#_Toc24275056)

[7.1.1 Test Description 8](#_Toc24275057)

[7.1.2 Control 8](#_Toc24275058)

[7.1.3 Inputs 8](#_Toc24275059)

[7.1.4 Outputs 8](#_Toc24275060)

[7.1.5 Procedures 8](#_Toc24275061)

[7.2 User Login (Invalid) 9](#_Toc24275062)

[7.2.1 Test Description 9](#_Toc24275063)

[7.2.2 Control 9](#_Toc24275064)

[7.2.3 Inputs 9](#_Toc24275065)

[7.2.4 Outputs 9](#_Toc24275066)

[7.2.5 Procedures 9](#_Toc24275067)

[7.3 Unique Username 9](#_Toc24275068)

[7.3.1 Test Description 9](#_Toc24275069)

[7.3.2 Control 9](#_Toc24275070)

[7.3.3 Inputs 9](#_Toc24275071)

[7.3.4 Outputs 9](#_Toc24275072)

[7.3.5 Procedures 9](#_Toc24275073)

[7.4 Verification of User Role Privilege 10](#_Toc24275074)

[7.4.1 Test Description 10](#_Toc24275075)

[7.4.2 Control 10](#_Toc24275076)

[7.4.3 Inputs 10](#_Toc24275077)

[7.4.4 Outputs 10](#_Toc24275078)

[7.4.5 Procedures 10](#_Toc24275079)

[7.5 Authentication Logging 10](#_Toc24275080)

[7.5.1 Test Description 10](#_Toc24275081)

[7.5.2 Control 10](#_Toc24275082)

[7.5.3 Inputs 10](#_Toc24275083)

[7.5.4 Outputs 11](#_Toc24275084)

[7.5.5 Procedures 11](#_Toc24275085)

[7.6 Logging Changes to Personnel Record 11](#_Toc24275086)

[7.6.1 Test Description 11](#_Toc24275087)

[7.6.2 Control 11](#_Toc24275088)

[7.6.3 Inputs 11](#_Toc24275089)

[7.6.4 Outputs 11](#_Toc24275090)

[7.6.5 Procedures 11](#_Toc24275091)

[8 APPROVALS 11](#_Toc24275092)

# 

# PURPOSE

The Uncommon Solutions HR Management System provides access to personnel records of a company. The system separates user roles into four categories: User, Privileged User, Records Admin, and Account Admin. Each of these roles possess different levels of access and control over personnel records. Access to this system is controlled via authentication mechanisms. Relevant actions taken by users (outlined below) are logged by the system.

# BACKGROUND

Due to geographic separation of team, testing will be performed on cloud infrastructure; specifically, on an AWS EC2 instance. This will also serve to demonstrate execution of a deployed installation with users at multiple locations.

# SCOPE

***In Scope:***

The test plan for the Uncommon Solutions HR Management System will consider the correct execution of all code blocks relevant to the creation, modification, retrieval, and deletion of personnel records as well as correct authentication/authorization handling and logging as IN SCOPE.

***Out of Scope:***

Performance, scalability, stress testing, database testing, and anything not directly linked to the items listed above will be considered OUT OF SCOPE.

# GLOSSARY

NA

# LIMITATIONS AND TRACE ABILITY

## Limitations

**Risk Mitigation**

Time Constraints Set test priority for each activity

Team lacks experience in software Conduct research on industry best practices

development/testing and collaborate to mitigate individual gaps

# TEST PLANS

## Test Levels

Due to time/budget constraints, only the following types of testing will be performed for this system:

### API Testing

All read/write operations against personnel records, authentication processes, and logging functions will be tested independent of other modules.

### Integration Testing

At this level of testing, interaction between relevant modules will be tested. For example, ensuring that the correct audit logs are generated when a user logs in or logs outs, etc.

### System Testing

This level of testing will examine the system as a whole and ensure that the system functions as intended based on predefined acceptance criteria.

## Test Environment and Schedules

This section provides a brief description of the inputs, outputs, and functions of the software being tested.

### Software Description

The Uncommon Solutions HR Management System is a standalone system that manages the personnel records for the employees of a company.

### Milestones

Test Plan: Due 10NOV19

Project Design: Due 17NOV19

Phase 1 Source Code: Due 24NOV19

Phase 2 Source Code: Due 01DEC19

Phase 3 Source Code: Due 08DEC19

Final Product: Due 15DEC19

### Organizations and Locations

This software will be tested on an AWS EC2 instance.

Public DNS (subject to change): ec2-54-145-217-172.compute-1.amazonaws.com

IPv4 Public IP (subject to change): 54.145.217.172

### Resource Requirements

This section and associated statements define the resource requirements for the testing.

#### Equipment

The only required equipment is a computer with an internet connection that will connect to the AWS EC2 instance where the system lives.

#### Software

The computer must have a modern browser installed (Chrome, Firefox, Edge, Safari, Opera). Much of the testing will be conducted with manual inputs so very little additional software is required. A 3rd party testing framework like Jest or Mocha may be included as needed.

#### Personnel

Testing will be performed primarily by the Test Manager, Chase Thorpe. The entire team will provide oversight and support on testing.

### Testing Material

NA

### Test Training

NA

### Test Methods and Evaluation

This section documents the test methodologies, conditions, test progression or sequencing, data recording, constraints, criteria, and data reduction.

#### Methodology

Much of the initial testing for this system will involve unit testing of the various components of the system to ensure they function as intended. Each function in the read/write operations of personnel records, authentication processes, and logging functionality will be tested in isolation before being tested at the subsystem level.

#### Conditions

Test data will be entered in real time. Because stress/performance testing is out of the scope of this test, transactions per second and similar time-based testing will not be performed.

#### Test Progression

As mentioned in the methodology section, individual unit tests will be conducted in succession. After the unit tests have been completed, interactions between the components of the system will be tested.

#### Data Recording

Test results will be recorded in a shared document between the team.

#### Constraints

The team foresees no constraints other than those mentioned above at this time.

#### Criteria

Each test will be performed with two valid inputs and two invalid inputs. If all of these inputs line up with expected output, the test will be considered successful.

#### Data Reduction

NA

# TEST DESCRIPTION

## User Login (Valid)

### Test Description

This test will ensure that a valid user can successfully login with a username and password

### Control

This will be a manual test. Username and Password will be entered, and the success or failure of the attempt will be recorded.

### Inputs

Two inputs will be required for this test. First, a valid username. Second, the password associated with that username. These inputs will have to comply with the predetermined username and password policy.

### Outputs

With a valid username and password, we expect to be successfully authenticated and shown the user dashboard. In addition, the successful login will be recorded in the authentication audit log.

### Procedures

Prior to the test being performed, a user account will be manually created. Next, the tester will navigate to the login screen and enter the username and password into the specified fields. Upon submission of credentials, either a success or failure message will be displayed. This result will be recorded. The expectation for a successful attempt is the success message and redirection to the user dashboard.

## User Login (Invalid)

### Test Description

This test will ensure that an invalid user is prevented from logging in.

### Control

This will be a manual test. Username and Password will be entered, and the success or failure of the attempt will be recorded.

### Inputs

Two inputs will be required for this test. The first invalid input will be an invalid username and the second invalid input will be an invalid password. These inputs will have to comply with the predetermined username and password policy.

### Outputs

With an invalid username and password, we expect to be prevented from logging in to the system. In addition, the failed attempt will be logged in the authentication audit log.

### Procedures

No user account will need to be created for this test. Two incorrect inputs will be entered and submitted. Regardless of the combination of incorrect inputs (correct username/incorrect password, incorrect username/correct password, incorrect username/incorrect password), we expect to see an authentication failure message and be prevented from moving past the login screen.

## Unique Username

### Test Description

This test will ensure that duplicate usernames cannot be created.

### Control

This will be a manual test at the user creation screen.

### Inputs

The only input required will be the username being tested.

### Outputs

We expect a message to be shown for user creation error stating that an account of that name already exists.

### Procedures

Prior to the test being performed, a user account will be manually created. Next, the tester will navigate to the user creation screen and attempt to create a new user with the same username as the previously created account.

## Verification of User Role Privilege

### Test Description

This test will ensure that a valid user can interact with the system within the established controls and privileges granted by the various roles within the system (user, privileged user, records admin, account admin)

### Control

This will be a manual test. Each account type will be logged into and various actions will be attempted. Results of successes and failures for both authorized and unauthorized actions will be recorded.

### Inputs

Usernames and passwords for each account will be used as inputs. Each account will attempt to perform authorized actions within their role as well as unauthorized actions to ensure permissions are performing as expected.

### Outputs

We expect regular users to be able to access their personnel records and make minor changes to certain fields. We expect privileged users to have read access to all personnel records but only be able to make minor changes to their own personnel record. The Records Admin should have full read/write access to all personnel records. The Account Admin has full read/write access to user accounts and no access to the personnel records.

### Procedures

Prior to the test being performed, accounts will be created for each role. Each account will be logged into and various authorized actions will be attempted. Next, the tester will attempt to take unauthorized actions such as accessing data outside of their role. Results of all of these actions will be recorded for mitigation.

## Authentication Logging

### Test Description

This test will ensure that authenticating to the system trigger the logging function to run.

### Control

This will be a manual test. Username and Password will be entered, and the authentication log will be checked for an entry.

### Inputs

A valid username and password will be entered. Upon logging in, the tester will check the authentication log.

### Outputs

We expect a log to be generated in the authentication log showing the user who authenticated, a timestamp for the attempt, as well as a success/fail status

### Procedures

The tester will attempt to login to the system with a valid username and password. Upon success, the authentication log will be checked for the correct entry.

## Logging Changes to Personnel Record

### Test Description

This test will ensure that any modification of a personnel record will trigger a log to be generated.

### Control

This will be a manual test. A personnel record will be created, modified, and deleted by the tester.

### Inputs

Credentials for the Records Admin role will be needed as inputs. A personnel record will be created with all necessary fields.

### Outputs

We expect three logs to be generated. One upon record creation, one upon modification, and one upon deletion.

### Procedures

Tester will log in as the Records Admin. Next, the tester will attempt to create a new personnel record. After creation, the tester will modify any field in the record. After the modification, the tester will delete the personnel records. Upon successful deletion, tester will navigate to the records log and check that the three logs were generated correctly for each action taken by the tester. Results will be recorded.

# 8 APPROVALS

I have read the above Test Plan and will abide by its terms and conditions and pledge my full commitment and support for the Master Test and Evaluation Plan.
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Project Manager– Michael Kiefer
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